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tax credit of $5,500 in the first year of implementing a 
retirement plan for employees, compared with the 
previous maximum of $500. 

This credit can be applied to any employer-sponsored 
plan with salary deferrals, such as SIMPLE IRA, 401(k), 
and 403(b) plans. Employers can also claim the credit for 
a total of three tax years, assuming they maintain the 
provision in the plan for those three years.

Auto-enrollment improves retirement plan participation 
because employees are more likely to remain in a plan in 
which they are automatically enrolled rather than one that 
requires them to sign up on their own. In this regard, business 
owners can help themselves while helping their employees.

Deadline Extension for Establishing Certain 
Retirement Plans
Previously, December 31 was the deadline to establish a 
qualified retirement plan for that tax year. The SECURE 
Act changes the deadline for entirely employer-funded 
plans to the employer’s tax filing deadline, including 
extensions (if filed for). This deadline extension applies  
to stock bonus, pension, profit-sharing, and cash balance 
plans; it does not apply to solo and individual 401(k)s.

For many small businesses, financials are often tallied  
after December 31, so this shift provides extra time for 
employers to determine where they stand, then establish 
and fund specific retirement plans to enhance tax 
deductions and save more for retirement. 

Simplified Safe Harbor Rule Notice Requirements 
for Nonelective Contributions
Among the many responsibilities involved in the 
administration of qualified retirement plans, one of the 
most important is providing participants with proper 
disclosures. Previous regulations required all safe harbor  
plans to include an annual notice, before the start of the year, 
alerting participants to their rights. As of January 1, 2020, 
plans no longer need to provide this safe harbor notification if 
they are making nonelective contributions (of at least 3 percent 
of compensation) to eligible participants. Nonelective 
employer contributions are made to eligible participants 
regardless of their participation in the plan. Plans with 
elective employer contributions are still required to provide 
the participant notice.

In a related change, plan sponsors also have flexibility 
regarding when they can adopt certain safe harbor 
provisions. They can now do so any time up until 30 days 
before the plan’s year-end. Previously, safe harbor provisions 
had to be adopted before the beginning of the plan year. 
Plans intending to make elective safe harbor contributions 
must still adopt the provisions before the beginning of the 
plan year.

Help Your Clients Explore the Possibilities
Starting or running a small business can be a daunting 
task, and the added responsibility of ensuring that 
employees have access to a retirement plan without 
breaking the bank amplifies the challenge. Advisors can 
play a vital role in showing small business clients where 
the opportunities lie in the latest regulatory changes.

The SECURE Act has made it easier for more small 
businesses to implement retirement plans by providing 
appealing tax credits and less stringent regulations on 
certain plan types. By familiarizing yourself with the new 
regulations and recognizing who can benefit, you can set 
your small business clients up for success.

Sheryll Yee is a retirement consultant. She is available at 
x9775 or at syee@commonwealth.com.

Retirement Consulting

A new tax credit of $500 is available for 
plan sponsors who added auto-enrollment 
to their existing or new retirement plans 
on January 1, 2020, or later. 

The Regulation Best Interest Rule (Reg BI), 
which has a compliance date of June 30, 2020, 
establishes a new standard of conduct for  
broker/dealers and their associated persons (advisors). 
Specifically, it pertains to recommendations 
made to retail customers relating to securities or 
investment strategies involving securities. But 
what does that mean, and how will it affect the 
way we do business?

Background on Reg BI, Form CRS, and 
Related Interpretations
Reg BI was part of a rulemaking package released 
by the SEC on June 5, 2019. The companion 
releases included the Form CRS Relationship 
Summary rule, as well as the SEC’s interpretations 
regarding the standard of conduct for investment 
advisers and the broker/dealer exclusion. Together, 
according to the SEC, the two rules and two 

The SEC’s new best interest standard, Reg BI, will change 

how we do business. Here’s what you need to know.
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interpretations were “designed to enhance the quality  
and transparency of retail investors’ relationships with 
investment advisers and broker-dealers, bringing the  
legal requirements and mandated disclosures in line with 
reasonable investor expectations, while preserving access 
(in terms of choice and cost) to a variety of investment 
services and products.”

The general obligation of Reg BI states, “When making a 
recommendation of a securities transaction or investment 
strategy to a retail customer, a broker must act in the 
retail customer’s best interest without placing his or her 
own interests ahead of the customer’s.” There are two 
critical terms here:

•  Recommendation: This is a call to  
action—or inaction in the case of a hold 
recommendation—regarding securities or  
investment strategies. The more you tailor a 
communication to a specific customer or target 
group, the greater the likelihood the communication 
will be viewed as a “recommendation.” 

•  Retail customer: A retail customer is defined as “a 
natural person, or the legal representative of such 
natural person, who: (A) receives a recommendation 
of any securities transaction or investment strategy 
involving securities from a broker-dealer; and  
(B) uses the recommendation primarily for personal, 
family, or household purposes.” The definition of 
retail customer does not include nonnatural persons 
(e.g., corporations and institutions), but it does 
apply to high-net-worth clients who may be excluded 
from FINRA’s suitability rule.

Now that we’ve covered the general obligation of Reg BI, 
let’s dive deeper into the details.

Breaking Down the 4 Components of Reg BI
The general obligation is satisfied only if a broker/dealer 
and its advisors comply with the four specified component 
obligations of Reg BI: Disclosure Obligation, Care Obligation, 
Conflict of Interest Obligation, and Compliance Obligation.

1) Disclosure Obligation. The Disclosure Obligation 
requires us to provide customers, in writing, with full  
and fair disclosure of all material facts about conflicts of 
interest relating to the recommendation. It must include 

the capacity in which you’re making the recommendation, 
material fees and costs the customer will incur, and the 
type and scope of services provided, including any 
material limitations on securities or investment strategies 
you may recommend. 

Fortunately, these disclosures can be layered, and we can 
rely on existing disclosure documents. Form CRS serves 
as the first layer of disclosure and includes general information 
regarding the types of costs and fees a client may expect. 
But, this level of disclosure isn’t specific enough to comply 
with the Disclosure Obligation of Reg BI on its own. 
With Form CRS serving as the most general layer of 
disclosure, other disclosures that exist today provide 
information at a more granular level.

Examples of existing documents include product-offering 
documents (prospectuses, private placement memorandums, 
offering circulars), client agreements (the Master Services 
Agreement, account forms, and applications), point-of-sale 
disclosure forms (annuity processing forms, the Alternative 
Investment Processing Form, switch forms), and trade 
confirmations. What is missing, however, is a document 
that connects the high-level disclosure of Form CRS to 
the particular disclosures found in existing materials. 
To fill this gap, Commonwealth has created the 
Investor Disclosure Brochure, where a customer can 
find more information about the services provided by 
Commonwealth and access detailed information regarding 
fees, costs, and conflicts.

The goal of the Investor Disclosure Brochure is to provide 
enough relevant information to customers, written in plain 
English and in an easy-to-digest format, so they’re not 
bogged down with extensive documents or comprehensive 
legal language. In addition to the firm-level disclosures, 
advisors will be expected to disclose their own conflicts of 

“When making a recommendation of 
a securities transaction or investment 
strategy to a retail customer, a broker 
must act in the retail customer’s best 
interest without placing his or her own 
interests ahead of the customer’s.” 

interest. Therefore, as of June 30, 2020, you will be 
required to deliver the ADV Part 2B to all clients, not  
just advisory clients. We are working on a supplemental 
document that advisors with limitations can use with 
clients to better describe such limits. A limit may include 
an IAR-only advisor who is limited to providing products 
and services available through the Commonwealth RIA 
and not able to provide commission-based brokerage 
products and services.

2) Care Obligation. The Care Obligation is often 
described as “suitability plus.” This component requires  
you to take costs, reasonably available alternatives,  
and factors in the customer’s investment profile into 
consideration when making a recommendation. It also 
expands on FINRA’s suitability rule. Although both rules 
apply to recommendations of securities and investment 
strategies involving securities, the Reg BI Care Obligation 
also applies to account-type recommendations  
(e.g., brokerage versus advisory) and rollovers.

Commonwealth will continue to take a commonsense, 
risk-based approach to documentation requirements.  
For example, when you make a recommendation for  
a product that aligns with the client’s objectives—and  
the security is not considered complex or illiquid and  
does not represent a significant portion of the client’s 
investable net worth—the reasoning behind the 
recommendation may be self-evident when coupled  
with his or her investment profile.

On the other hand, if you recommend that a client  
roll assets over from an employer-sponsored plan to an 
IRA or to purchase a product that would be considered 
complex—such as a nontraded alternative, variable or 
indexed annuity, daily reset, or buffered product—you must 
maintain additional documentation. Your documentation 
should capture the rationale behind the recommendation 
and include a consideration of cost, fees, and reasonably 
available alternatives. Because of the heightened regulatory 
focus surrounding rollover recommendations, Commonwealth 
is developing a mandatory process for capturing the additional 
documentation needed.

3) Conflict of Interest Obligation. This obligation  
is more applicable to Commonwealth than to its advisors. 
It requires us to establish reasonably designed policies and 
procedures to identify, eliminate, mitigate, and disclose 

conflicts of interest. We must address conflicts that exist 
between us and your clients, as well as you and your 
clients. Once identified, conflicts will need to be 
eliminated, if possible. If elimination is not possible, the 
conflict must be mitigated and disclosed. The disclosure 
of conflicts ties in with the Disclosure Obligation of  
Reg BI, which applies to Commonwealth and its advisors.

4) Compliance Obligation. This obligation requires 
Commonwealth to establish, maintain, and enforce 
written policies and procedures reasonably designed to 
achieve compliance with Reg BI’s general obligation and 
separate component obligations.

Form CRS Relationship Summary Rule
Reg BI is a standard of conduct that applies to broker/dealers 
and their advisors, while the Form CRS Relationship 
Summary rule applies to broker/dealers and SEC-registered 
investment advisers. Unlike Reg BI, Form CRS doesn’t 
apply only when making a recommendation.

Dual/hybrid advisors. If you are associated with 
Commonwealth as broker/dealer (dual or hybrid advisor), 
you must deliver the Investor Disclosure Brochure along 
with Form CRS, and they must be delivered before or  
at the time of a triggering event. These events include:

•  A recommendation of an account type (brokerage 
versus advisory; rollovers), a securities transaction,  
or an investment strategy involving securities

• Placing an order for a retail investor

• Opening a brokerage account for a retail investor

IAR-only advisors. If you only associate with 
Commonwealth’s RIA (IAR-only), you must deliver 
Form CRS before or at the time you enter into an 
investment advisory contract with a client. IAR-only 
advisors do not need to deliver the Investor Disclosure 
Brochure. The relevant disclosures that relate to 
investment advisory business are included in the  
Form ADV Part 2A. 

RIA-only advisors. If you affiliate as RIA-only, you  
need to deliver Commonwealth’s Form CRS if your  
client opens an account with Commonwealth as the 
broker/dealer of record or is utilizing one of Commonwealth’s 
investment advisory services, such as Preferred Portfolio 
Services® (PPS) Custom or PPS Select.
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Commonwealth requirements. Commonwealth will 
have one Form CRS, which we are required to file with 
the SEC and post on our public website. We will conduct 
a mass-mailing of Form CRS to existing clients in June 2020. 
The format and content requirements put forth by the SEC 
are very prescriptive; it must be written in plain English and 
can be no longer than four pages. It also must include:

• An introduction

• A description of available relationships and services

•  Fees, costs, conflicts of interest, and standard  
of conduct

• Disciplinary history

• Any additional information

•  Mandatory conversation starter questions throughout 
the document

As you think about the requirements of Form CRS, it 
might be helpful to keep its purpose in mind: it serves  
as the first layer of disclosure to the client or prospective 
client; it provides a reader the ability to compare products 
and services available at the firm; and, since the document 
format is so rigidly designed, a reader should be able to 
compare products, services, costs, fees, and conflicts of 
interest from one form to another.

Making Sense of It All
There are many moving parts to Reg BI and its companion 
pieces. Over the past 12 months, tremendous time and 
effort has been spent establishing and updating policies 
and procedures, as well as processes and controls. By the 
time this article is published, you should have completed 
your Reg BI training. That stated, with the Reg BI 
compliance date of June 30, 2020 approaching fast,  
you may still have questions. There is a wealth of useful 
information on the Regulation Best Interest/Form CRS 
page on COMMunity Link® (available at My Practice > 
Compliance > Regulation Best Interest). Of course, if you 
need additional help, please feel free to reach out to me or 
someone from my team.

Rob Molinari is senior vice president,  
chief regulatory affairs officer, in 
Compliance. He is available at x9828  
or at rmolinari@commonwealth.com.
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Understand the Types of Threats
Phishing. Have you ever received an email message from a 
bank warning you that your account is locked because of 
suspicious withdrawals? The email might have asked you 
to click on a link to verify your identity and keep your 
account open. Odds are that was a phishing email—an 
attack by cybercriminals who typically pretend to be 
reputable companies, banks, friends, or acquaintances in 
an email that contains a link to a phishing website. It is 
designed to lure you into revealing personal information, 
such as credit card numbers, bank account information, 
or login credentials like your username and password. 
According to a new report from PhishMe, phishing accounts 
for 91 percent of all cyberattacks.

Malware. Of course, phishing isn’t the only cyberattack 
to watch for. Malware, or malicious software—think 
viruses, worms, Trojan horses, and spyware—can be 
downloaded to your device when you click a link in a 
fraudulent email. That malware can cause a lot of damage, 
including deleting files or directory information and gathering 
data from your system, all without your knowledge.  

Ransomware. Some forms of malware can remain hidden, 
but ransomware, which is often delivered through a malicious 
file attachment or link in a phishing email, is more obvious. 
This multibillion-dollar-per-year business encrypts all 
information on local and network drives and devices, 
locking users out until they pay a ransom, usually in the 
form of bitcoin or another cryptocurrency. 

Smishing. This newer form of social engineering exploits 
SMS, or text, messages. The messages can contain links to 
webpages, email addresses, or phone numbers that, when 
clicked, automatically open a browser window or email 
message or dial a number. This integration of email, voice, 
text, and browser functionality increases the likelihood that 
users will fall victim to malicious activity.

Put Preventive Measures into Practice 
Given the prevalence of these threats, education, awareness, 
and good security practices are the most useful ways to 
mitigate the risk of falling victim to them: 

1) Educate employees. The reality is that most data 
breaches are the result of human error linked to attacks 
like phishing, ransomware, or file downloads. One of the 
simplest and most effective ways to protect your business 
from an attack is to train employees about cybersecurity. 
This can take the form of e-learning, interactive games, 
presentations and videos, onboarding talks, and hosting 
regular seminars for employees on how to identify 
potential threats.

2) Implement strong password policies. One of the 
easiest ways your information can be compromised is 
through easy-to-guess passwords. Creating and enforcing 
strong password policies is an effective way to improve 
cybersecurity. Passwords should be changed every 90 days, 
and they should be long and complex: a minimum of 
12–14 characters, with a combination of upper- and 
lowercase letters, numbers, and symbols. In addition, 
passwords should not be reused across accounts because  
if a password is compromised, attackers will likely try to 
access other accounts using the same one. 

3) Use a password manager. With a password manager, 
you only have to remember one password—the one for 
the manager itself. Meanwhile, the password manager can 

While the news cycle ebbs and flows when it comes to cyberattacks, the threat is 

persistent, and no one is immune. And as more of our personal and professional 

business happens online—on desktops, laptops, tablets, and smartphones—the risk 

will only increase. 

Avoiding Cyberattacks: 10 Preventive Measures  
You Can Take 

MIRIAM MANNING

SPOTLIGHT ON SECURITY

For advisors on the Commonwealth Shield, many system 
and security updates and patches are automatically pushed 
to protected devices. 

To learn more, visit My Practice > Technology >  
The Shield on COMMunity Link®. 
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